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My best clients are those who seek to use
money as an expression of love. They pay life
insurance premiums instead of buying a new
iPhone. They open a 529 college savings
plan, or maximize their IRA or 401k, instead
of spending an extra week at the beach.

Each piece of their financial plan is a sacrifice.
They are deferring gratification today for a
better tomorrow. That is real love.

We all want to protect our loved ones, which
is why a financial plan should include a risk
management component (aka. long-term
care, health, life, and disability insurance).

I'm proud to announce that my son, J.W.
Bodnar, has joined Team Bodnar as a
licensed agent for Life, Accident, and Health
insurance in both New Jersey and
Pennsylvania. He will be helping clients make
sure their risk management strategies are
appropriate for current lifestyles and
anticipated future needs.

As we approach Valentine's Day, give a true
gift of love to those who mean the most to
you. Get your financial house in order.

It's almost impossible to
overstate the importance of
taking the time to plan your
estate. Nevertheless, it's
surprising how many American
adults haven't done so. You

might think that those who are rich and famous
would be way ahead of the curve when it
comes to planning their estates properly,
considering the resources and lawyers
presumably available to them. Yet there are
plenty of celebrities and people of note who
died with inadequate (or nonexistent) estate
plans.

Most recently
The Queen of Soul, Aretha Franklin, died in
2018, leaving behind a score of wonderful
music and countless memories. But it appears
Ms. Franklin died without a will or estate plan in
place. Her four sons filed documents in the
Oakland County (Michigan) Probate Court
listing themselves as interested parties, while
Ms. Franklin's niece asked the court to appoint
her as personal representative of the estate.

All of this information is available to the public.
Her estate will be distributed according to the
laws of her state of residence (Michigan). In
addition, creditors will have a chance to make
claims against her estate and may get paid
before any of her heirs. And if she owned
property in more than one state (according to
public records, she did), then probate will likely
have to be opened in each state where she
owned property (called ancillary probate). The
settling of her estate could drag on for years at
a potentially high financial cost.

A few years ago
Prince Rogers Nelson, who was better known
as Prince, died in 2016. He was 57 years old
and still making incredible music and
entertaining millions of fans throughout the
world. The first filing in the Probate Court for
Carver County, Minnesota, was by a woman
claiming to be the sister of Prince, asking the
court to appoint a special administrator
because there was no will or other
testamentary documents. As of November
2018, there have been hundreds of court filings

from prospective heirs, creditors, and other
"interested parties." There will be no private
administration of Prince's estate, as the entire
ongoing proceeding is open and available to
anyone for scrutiny.

A long time ago
Here are some other notable personalities who
died many years ago without planning their
estates.

Pablo Picasso died in 1973 at the ripe old age
of 91, apparently leaving no will or other
testamentary instructions. He left behind nearly
45,000 works of art, rights and licensing deals,
real estate, and other assets. The division of his
estate assets took six years and included seven
heirs. The settlement among his nearest
relatives cost an estimated $30 million in legal
fees and other related costs.

The administration of the estate of Howard
Hughes made headlines for several years
following his death in 1976. Along the way,
bogus wills were offered; people claiming to be
his wives came forward, as did countless
alleged relatives. Three states — Nevada,
California, and Texas — claimed to be
responsible for the distribution of his estate.
Ultimately, by 1983, his estimated $2.5 billion
estate was split among some 22 "relatives" and
the Howard Hughes Medical Institute.

Abraham Lincoln, one of America's greatest
presidents, was also a lawyer. Yet when he met
his untimely and tragic death at the hands of
John Wilkes Booth in 1865, he died intestate —
without a will or other testamentary documents.
On the day of his death, Lincoln's son, Robert,
asked Supreme Court Justice David Davis to
assist in handling his father's financial affairs.
Davis ultimately was appointed as the
administrator of Lincoln's estate. It took more
than two years to settle his estate, which was
divided between his surviving widow and two
sons.
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Tax Scams to Watch Out For
While tax scams are especially prevalent during
tax season, they can take place any time during
the year. As a result, it's in your best interest to
always be vigilant so you don't end up
becoming the victim of a fraudulent tax scheme.

Here are some of the more common scams to
watch out for.

Phishing
Phishing scams usually involve unsolicited
emails or fake websites that pose as legitimate
IRS sites to convince you to provide personal or
financial information. Once scam artists obtain
this information, they use it to commit identity or
financial theft.

It is important to remember that the IRS will
never initiate contact with you by email to
request personal or financial information. This
includes any type of electronic communication,
such as text messages and social media. If you
get an email claiming to be from the IRS, don't
respond or click any of the links; instead
forward it to phishing@irs.gov.

Phone scams
Beware of callers claiming that they're from the
IRS. They may be scam artists trying to steal
your money or identity. This type of scam
typically involves a call from someone claiming
you owe money to the IRS or that you're
entitled to a large refund. The calls may also
show up as coming from the IRS on your Caller
ID, be accompanied by fake emails that appear
to be from the IRS, or involve follow-up calls
from individuals saying they are from law
enforcement. Sometimes these callers may
threaten you with arrest, license revocation, or
even deportation.

If you think you might owe back taxes, contact
the IRS for assistance at irs.gov. If you don't
owe taxes and believe you have been the
target of a phone scam, you should contact the
Treasury Inspector General and the
Federal Trade Commission to report the
incident.

Tax return preparer fraud
During tax season, some individuals and scam
artists pose as legitimate tax preparers, often
promising unreasonably large or inflated
refunds. They try to take advantage of
unsuspecting taxpayers by committing refund
fraud or identity theft. It is important to choose a
tax preparer carefully, since you are legally
responsible for what's on your return, even if it's
prepared by someone else.

A legitimate tax preparer will generally ask for
proof of your income and eligibility for credits
and deductions, sign the return as the preparer,
enter the Preparer Tax Identification Number,
and provide you with a copy of your return.

Fake charities
Scam artists sometimes pose as a charitable
organization in order to solicit donations from
unsuspecting donors. Be wary of charities with
names that are similar to more familiar or
nationally known organizations, or that
suddenly appear after a national disaster or
tragedy. Before donating to a charity, make
sure that it is legitimate. There are tools at
irs.gov to assist you in checking out the status
of a charitable organization, or you can visit
charitynavigator.org to find more information
about a charity.

Tax-related identity theft
Tax-related identity theft occurs when someone
uses your Social Security number to claim a
fraudulent tax refund. You may not even realize
you've been the victim of identity theft until you
file your tax return and discover that a return
has already been filed using your Social
Security number. Or the IRS may send you a
letter indicating it has identified a suspicious
return using your Social Security number. If you
believe you have been the victim of tax-related
identity theft, you should contact the IRS
Identity Protection Specialized Unit at
800-908-4490 as soon as possible.

Stay one step ahead
The best way to avoid becoming the victim of a
tax scam is to stay one step ahead of the scam
artists. Consider taking the following
precautions to keep your personal and financial
information private:

• Maintain strong passwords
• Consider using two-step authentication
• Keep an eye out for emails containing links or

asking for personal information
• Avoid scam websites
• Don't answer calls when you don't recognize

the phone number

Finally, if you are ever unsure whether you are
the victim of a scam, remember to trust your
instincts. If something sounds questionable or
too good to be true, it probably is.

It is important to remember that
the IRS will never initiate
contact with you by email to
request personal or financial
information. This includes any
type of electronic
communication, such as text
messages and social media.
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Talking to Your Teen About Money
You probably feel comfortable talking to your
teen about things like school, sports, and
clothing. But how do you feel about talking
about money? While it may be a tricky topic to
broach, odds are that your teenager will rely on
you to learn basic financial management skills.
And the teenage years can be a critical learning
period. According to a report by the Consumer
Financial Protection Bureau, it's important to
establish strong financial decision-making
habits in the teen years because it will help
your child better navigate his or her financial life
as an adult.1

Prepare your teenager for the financial
challenges of adulthood by talking to him or her
about the following topics.

Handling an income
Whether your teen earns an allowance from
you or works a part-time job, he or she will
need guidance on what to do with the income.
Set some expectations regarding your teen's
pay. How much of it will be discretionary? Will
your teen start contributing to his or her share
of a monthly cell phone bill, or would you prefer
for your child to set aside a portion of each
paycheck for college?

When your teen earns his or her first paycheck,
take time to sit down and review the information
on the pay stub or online statement. Help your
child understand what certain terms mean,
such as gross pay, net pay, federal income tax,
state income tax, Social Security tax, and
Medicare tax. Show your teen how income
taxes can affect take-home pay.

Building a budget
Help your teen learn to be accountable for his
or her finances by developing a spending plan.
Start by listing all sources of regular income
(e.g., an allowance or earnings from a part-time
job). Next, ask your teen to identify regular
expenses. Depending on what you and your
child have agreed on, that might include car
insurance, a cell phone bill, or clothing
expenses. Take the total expenses and
subtract them from your teen's total income.

If this exercise shows that your child won't have
enough income to meet his or her expenses,
help your teen come up with a plan for making
up the shortfall. Suggest ways to earn more
money or cut back on expenses, but resist the
temptation to bail out your teen. The point of
establishing a budget is to give your child a
taste of what it's like to earn an income and pay
expenses without running out of money.

Setting and saving for financial goals
In the past, your teenager probably came to
you for money to pay for items that he or she
wanted. Now that your teen has a steady
source of income, it's time for him or her to
make purchases independently. Your child may
be ready to start saving for larger goals such as
a new computer or a car and longer-term goals
such as college. Encourage your teen to save
by putting these goals in writing to make them
more concrete. Consider offering incentives,
such as matching what your teen saves toward
a long-term goal. For example, for every dollar
your child sets aside for college, you might
contribute 50 cents or more.

Remember to praise your teen for showing
responsibility when a goal is reached. Your
approval, as well as the sense of
accomplishment your teen will feel, can help
reinforce healthy savings habits.

Getting familiar with credit
While credit card companies require an adult to
co-sign a credit card agreement before they will
issue a card to someone under the age of 21,
you shouldn't ignore the credit card issue
altogether. Teach your teen about establishing
and maintaining good credit. Explain how credit
card interest is calculated and emphasize the
importance of paying bills on time. Don't be
afraid to share your experience using credit
with your child — personal examples can be a
great way to help him or her learn.

Becoming a smart shopper
Encourage your teenager to spend money
wisely. Teach your child to ask questions
before making a purchase, such as:

• Why do I want this item? Am I buying
something because I really want it, or
because all of my friends have it?

• Can I really afford this item?
• Do I need to buy this item now, or can I set

aside money to buy it at a later time?
• Am I getting a good deal on this item, or

should I shop around for a more affordable
alternative?

Remember that talking to your teenager about
money now can help him or her establish a
more financially stable future.
1 Report Brief: Building Blocks to Help Youth Achieve
Financial Capability, Consumer Financial Protection
Bureau, September 2016

Parents play an important
role in shaping their
children's financial
behaviors and attitudes
toward money.
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How can I tell if a crowdsourcing campaign is a scam?
Crowdsourcing can be an
effective way to raise funds for
a variety of causes, but it's
also a great opportunity for
scam artists to take advantage

of your goodwill. Before you donate to a
crowdsourcing campaign, help protect yourself
from being scammed by following these tips.

Check the campaign creator's credibility. If
you don't personally know the campaign
creator, it might be worth your time to review
his or her social media profiles. This should be
easy to do, since most crowdsourcing platforms
link social media accounts to campaigns. When
you visit a profile, look for red flags. Does the
profile seem new? Does the campaign creator
have friends or followers listed on the profile?
Does the campaign creator have just one social
media account? Does the profile seem active or
old/unused? Answering "yes" to any of these
questions should cause you to question the
legitimacy of a crowdsourcing campaign.

Research the crowdsourcing platform. Many
different crowdsourcing platforms exist, from
the well established to the startups with no

track record. Review a platform's terms and
policies before you donate to one of its
crowdsourcing campaigns. Find out how long
it's been in business and whether it evaluates
or checks out campaign creators. Determine
whether the platform will refund money or take
responsibility for a crowdsourcing campaign
scam. Remember to look for the secure lock
symbol and the letters https: in the address bar
of your Internet browser — this indicates that
you're navigating to a legitimate web address.

Consider the timing of the campaign. Be
wary of campaigns that are created after
national disasters. It's unfortunate, but scam
artists often exploit tragedies to appeal to your
sense of generosity. In the case of disaster
relief, bear in mind that it's probably safer to
donate money to established nonprofit
organizations with proven track records than to
a crowdsourcing campaign.

If you've been defrauded or suspect fraudulent
activity, report your experience to the
crowdsourcing platform. You can also file a
complaint with the Federal Trade Commission
(FTC).

How can I protect my personal and financial information
from credit fraud and identity theft?
In today's digital world,
massive computer hacks and
data breaches are common
occurrences. And chances

are, your personal or financial information is
now susceptible to being used for credit fraud
or identity theft. If you discover that you are the
victim of either of these crimes, you should
consider placing a credit freeze or fraud alert on
your credit report to protect yourself.

A credit freeze prevents new credit and
accounts from being opened in your name.
Once you obtain a credit freeze, creditors won't
be allowed to access your credit report and
therefore cannot offer new credit. This helps
prevent identity thieves from applying for credit
or opening fraudulent accounts in your name.

To place a credit freeze on your credit report,
you must contact each credit reporting agency
separately either by phone or by filling out an
online form. Keep in mind that a credit freeze is
permanent and stays on your credit report until
you unfreeze it. This is important, because if
you want to apply for credit with a new financial
institution in the future, open a new bank
account, or even apply for a job or rent an

apartment, you will need to "unlock" or "thaw"
the credit freeze with each credit reporting
agency.

A less drastic option is to place a fraud alert on
your credit report. A fraud alert requires
creditors to take extra steps to verify your
identity before extending any existing credit or
issuing new credit in your name. To request a
fraud alert, you only have to contact one of the
three major reporting agencies, and the
information will be passed along to the other
two.

Recently, as part of the Economic Growth,
Regulatory Relief and Consumer Protection Act
of 2018, Congress made several changes to
credit rules that benefit consumers. Under the
new law, consumers are now allowed to
"freeze" and "unfreeze" their credit reports free
of charge at all three of the major credit
reporting bureaus, Equifax, Experian, and
TransUnion. In addition, the law extends initial
fraud alert protection to one full year.
Previously, fraud alerts expired after 90 days
unless they were renewed.
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